
Secure confidential data  
with a single click

Secure any email attachment leaving your organization  
regardless of the platform, even webmail, or any file on  
your desktop, with a single click. Vera helps you secure  
your data with strong encryption and policy permissions  
that remain with the file, anywhere it goes.

Track sensitive information, 
anywhere it goes

Maintain control of a sensitive file, even if it’s forwarded, 
copied, or posted to a public file share. Have the ability to  
see where your files are opened, anywhere in the world, in  
real time, and get a complete audit trail of everything  
you’ve secured or shared with Vera for compliance and 
regulatory purposes.
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Vera is a data security platform that secures any type of data—Office files, PDFs, videos, and more—everywhere it travels,  
and anywhere it’s stored. Vera helps to ensure that only approved users can access your critical business information,  
and gives IT teams the tools to track, audit, and update access to sensitive information, even after it’s moved offline.
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FIVE WAYS VERA HELPS SECURE CONFIDENTIAL DATA

SMART CHANGE STARTS HERE.



Get a recall button  
that actually works

Realized you sent the wrong file, or sent confidential  
data to the wrong person? Instantly revoke access to any 
Vera-protected file with the ability to take back control  
even if it’s been copied, forwarded, or shared online.

Increase security without changing 
the way you work

Share securely with anyone—no special software, agent  
or plugins required—without impacting your usual workflow. 
Seamless and consistent experience across Windows,  
Mac, iOS, and Android.

Canon Solutions America does not provide legal counsel or regulatory compliance consultancy, including without limitation, Sarbanes-Oxley, HIPAA, GLBA, Check 21 or the USA Patriot Act. Each customer must have its own qualified 
counsel determine the advisability of a particular solution as it relates to regulatory and statutory compliance. Canon products offer certain security features, yet many variables can impact the security of your devices and data.  
Canon does not warrant that use of its features will prevent security issues. Nothing herein should be construed as legal or regulatory advice concerning applicable laws; customers must have their own qualified counsel determine the 
feasibility of a solution as it relates to regulatory and statutory compliance. Some security features may impact functionality/performance; you may want to test these settings in your environment. Neither Canon Inc., nor Canon U.S.A., 
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Watermark, auto-expire and update 
access rights, instantly

Dynamic data protections from Vera mitigate data loss, deny 
unauthorized access, and alleviate unwanted sharing. Protect data 
inside files with copy and paste limits, restricting screenshots, and 
tagging data with Vera personalized watermarks and view-only 
policies. Or, lock down files after a set time, even after they’ve left 
your control.

3

4

5


